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TRADEMARKS

all brand and product names are trademarks or registered trademarks of their
respective companies.

NOTE
the information in this manual is subject to change without notice.




SMC Networks, Inc. Warranty Statement

This SMC Networks, Inc. product comes with a 2-year limited warranty from the date of
purchase. SMC Networks, Inc. warrants in good operating condition for the warranty period. This
warranty does not include non-SMC Networks, Inc. installed components. If the SMC Networks,
Inc. product malfunctions during the warranty period, SMC Networks, Inc. will, at its discretion,
repair or replace the product at no charge, provided the product has not been subjected to misuse,
abuse or non-SMC Networks, Inc. authorized alterations, modifications or repairs. When
returning a product, include your original proof of purchase. Return requests cannot be processed
without proof of purchase. Shipment of returned product to SMC Networks, Inc. is the
responsibility of the purchaser. All expressed and implied warranties for the SMC Networks, Inc.
product line including, but not limited to, the warranties of merchantability and fitness for a
particular purpose, are limited in duration to the above period.

Under no circumstances shall SMC Networks, Inc. Be liable in any way to the user for damages,
including any lost profits, lost savings or other incidental or consequential damages arising out of
the use of, or inability to use, the SMC Networks, Inc. products. SMC Networks, Inc. Reserves
the right to revise or update its products, software, or documentation without obligation to notify
any individual or entity.

<Important Notice>

Please have your proof of purchase receipt to get warranty support. All defective products shall be
returned with a copy of proof of purchase. In no event shall SMC Networks, Inc. 's liability exceed
the price paid for the product from direct, indirect, special, incidental, or consequential damages
resulting from the use of the product, its accompanying software, or its documentation. SMC
Networks, Inc. does not offer refunds for any product.

All rights reserved. SMC Networks, Inc. devices are designed for home or office use. SMC
Networks, Inc. cannot be made liable for any damages, loss of data or damage following thereof
(including, without limitation, damages for loss of business profits, business interruption, loss of
business information, or other pecuniary loss) arising out of the use of or inability to use this SMC
Networks, Inc. product, even if SMC Networks, Inc. has been advised of the possibility of such
damages.

We reserve the right to upgrade our products in keeping with technological advances.

SMC Networks, Inc. warrants your product against any defect in material and workmanship,
under normal use, for the designated warranty period. The warranty becomes effective from the
date of shipment. In the event this product is found to be defective within the warranty period,
SMC Networks, Inc. will, at its discretion, repair or replace the defective product.

This warranty is void if:

e The product was operated/stored in abnormal use or maintenance conditions;

o The product is repaired, modified or altered



e  The product was subjected to abuse, neglect, electrical fault, improper packaging,
accident or acts of nature;

e  The product was installed improperly;
e The serial number of the product is defaced or missing;

For storage products: Under various circumstances, such as damage from extreme conditions like
floods, power fluctuations, damage caused during the installation of the drive, damage caused by
improper or improperly used packaging, or physical misuse or abuse, the data on a disk drive may
be inaccessible through normal operations. However, the data may be recoverable through
extraordinary means offered through a specialized data recovery service.

SMC Networks, Inc. does not perform any data recovery services. If you are unable to access data
on your drive due to damage such as that mentioned above, you may wish to consider contacting
an independent data recovery service. The disk drives used in this product are covered under the
original manufacturer’s warranty,

SMC Networks, Inc. cannot be made liable for any damages or loss of data as a result of improper
use or damage to the disk drives. The disk drives used in this product are covered under the
original manufacturer’s warranty.




Safety Information

e WARNING: Before connecting to power, set the Voltage Switch on
the rear of your system to the voltage matching your area —
voltage rating 100~120 / 200~240 Vac. Device could be damaged
when the Voltage Switch is at the wrong position.

e Maximum operating ambient temperature 40 °C degree

Important Notes

® When ejecting the USB device from your NAS system, make sure to
disconnect from the Samba connection first.

® Your SMCNAS04/SMCNAS24 does not support any USB hub connected
to the USB ports.

® When installing hard disk drives to your SMCANS04/SMCNAS24 SMC
suggests using the same vendor and the same size hard disk.






Model Information

Before accessing SMCNAS04/SMCNAS24, please install the JAVA
Runtime Environment (JRE) 6 first on your computer like shown in
the QIG or chapter 3 of this manual, otherwise, the
NASDiscovery.html tool will not work.

You can also download it directly by, following the link to download
it thru your

computer, http://java.sun.com/javase/downloads/index.|sp

. SMCNASO4

NAS system without Hard Disk Drives Installed.

Note: Please follow SMCNAS04/SMCNAS24 User’s Guide to do
software/hardware installations and start SMCNASO4 storage system
management.

. SMCNAS24

NAS system with 4 Hard Disk Drives Installed with RAID
configuration 5.

Note: Please skip software/hardware installations and go directly to
Storage System Management, or if you wish to change the preferred
RAID configuration follow the steps on the section “System Power-on
Without Hard Disk Drive.”

Vil


http://java.sun.com/javase/downloads/index.jsp�
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Chapter 1 Introduction

Your SMCNAS04/SMCNAS24 is a great storage solution for small and
medium business and home network environments. With this high-speed
networked storage, network users can easily access and share music, pictures,
and video files. Also, it has a program for discovering the storage system
automatic assigned IP address.

Your SMCNAS04/SMCNAS24 can accommodate up to four hard disks with
standard single (if you only have one disk), RAID 0, 1, 4, 5 and JBOD in BIG
configurations, providing up to 3 TB (terabytes) of shared network storage.
Supporting industry-standard protocols, you can easily add your storage device
to your existing network. In addition, network management and security are
greatly simplified through the Web-based User Interface (Ul).

Additional features include:

e RAID Mode

e RAID Degrade

e RAID Rebuild

e (Quota Management

e HW (hardware) Health Monitor

e UPS (uninterruptible power supply)

e Reset to Factory Default Setting

e Backup

e EventLog

e Media Server

e Software Shutdown using Storage System Management
e Can function as a FTP server and printer server

e DHCP client support




1.1 Package Contents

Includes the following:

SMCNAS04/SMCNAS24 Storage System with Key
Power Cord

RJ-45 Ethernet Cable

Utility Disc

Quick Start Guide




1.2 Specifications

| NOTE: Specifications are subject to change without notice.

Hardware

Cabinet Form Factor
Small Tower

Processor

LSI NAS401

System Memory

128 MB of DDR2 SDRAM
Flash Memory

8 MB

Hard Disk Drive Bay/Type
Up to four 3.5-inch SATA (Serial ATA)
Storage Capacity
Provides greater than 2 TB
USB-UPS Support

HID power device standard

Software

Network Client Support

e Microsoft Windows

e Mac (10.4.x)

e UNIX/Linux

Network Protocol

e TCP/IP

e HTTP

e FTP

e SMB/CIFS

e NFS

File Backup (under Microsoft Windows only)

e USB storage device to
SMCNASO04/SMCNAS24

e PC to SMCNAS04/SMCNAS24 (and vice
versa)

Hardware Monitor

Temperature Sensor

Disk Configuration

Single, RAID 0/1/4/5), JBOD in BIG

Network
Automatic MDIX Ethernet Port
(10/100/1000 Mbps)
Power Supply
100~127/200~240 V 50/60 Hz 128 W
Dimension
(H)230 x (W)187 x (D)288 mm
Weight
6.3 kg (without HDD installed)
Environment
. Ogerating temperature:
0°C (32 °F) to 40 °C (104 °F)
e Storage relative humidity:
5 % to 95 % non-condensing

Application for NAS Management

e Data Sharing, Protection

e Data Backup and Recovery (optional)
e Web User Interface

Others

English language support

Real Time Clock (RTC)
Programmable system clock

Network time protocol support
Software power off

Firmware upgradeable

FTP server and printer server support
Event logs and email alerts
BitTorrent P2P protocol support
Daylight saving




1.3 System View

Front Components

[Ta
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Ref Component Description

@ Power Button (!)  Turns the power on and off.

@ Power Indicator  Shows the current power status.
POWER ON Glows blue when the power is on.

STANDBY  Glows red when the system is in Standby mode
(power cord is connected to an electrical outlet but storage
system is at Standby state).




Ref

Component

Network Indicator

Description

Shows the current network status.

Glows green at 10/100 Mbps or blue at 1000 Mbps when
system is connected to the network.

Blinks green or blue to indicate system is trying to
establish a network connection.

@® RAID Indicator Shows the current RAID status.
RAID Glows blue to indicate RAID function is implemented.
Blinks blue to indicate RAID function is rebuilding the
hard disk drive.
DIAG Glows red to indicate RAID function is inactive or
malfunctioning.
@ Hard Disk Drive Inside are four hard disk drive slots.

Compartment

Disk Information
Indicator

Shows the current hard disk drive status.

STATUS Glows blue to indicate hard disk drive is at Standby mode.
Blinks blue to indicate hard disk drive read/write
function.

DIAG Glows red to indicate hard disk drive is inactive or

malfunctioning.




Front Components (Compartment Door Open)

Ref Component Description

@ Hard Disk Tray Opens the hard disk tray.
Door Handle




Right-Side Components

Ref Component Description
@ Door Lock Locks the hard disk drive compartment door for security.




Left-Side Components

L ow | | S |

Ref Component Description

@ USBPort -~ Connects a USB device, such as a USB disk, printer, or
USB-UPS.




Rear Components

Ref Component Description

@ Power Connector  Connects to the power cord.

@ Voltage Switch Select the voltage matching your local standard setting.

© Ventilation Maintain proper operating temperature. Do not cover or
Opening block the openings.

@ Reset Switch Allows you to reset the system to the factory default

username, password, and DHCP.

@© RJ-45Connectors Connects the LAN cable to any one of the four
0/11213 &% connectors.

® USB Ports -~ Connect USB devices, such as a USB disk, printer, and/or

USB-UPS.







Chapter 2 Setting Up

Step 1. Install the Hard Disks

1. Insert the key and turn clockwise (@) to unlock and open the door (®).
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NOTE: Install the first hard disk on the lowest level tray, the second hard disk on the
second lowest level tray, and so forth.

3. Pull the handle to slide the hard disk tray forward. Then pull the hard disk
tray out of the device.

4. Unfasten two screws from each side of the hard disk tray and remove the
metal bracket.

| NOTE: Store the metal bracket in a safe place for future use.

12



5. Fit the hard disk into the tray with the connectors pointing toward the rear.
Then align and fasten four screws to secure the hard disk in place.

6. Keeping the handle in its full-open state, slide the hard disk tray all the way
into the device until the hinge of the handle is inside the device. Then, close
the handle. The latch should click into place.

7. Follow the same procedure for installing other hard disk(s) in the other
compartment(s).

Step 2. Connect to the Network

1. Make sure that the computer is connected to a router.

13



2. Connect one end of the Ethernet cable to any of the four network connector
(&%) on the back of your storage system and the other end to a router.

Or you can connect both your computer and storage system (NAS) to one
switch, and this switch is connected to the network which has a DHCP
server.

Step 3. Connect to Power

1. Make sure that your storage system is turned off.

2. Before connecting to power, set the VVoltage Switch to the voltage matching
your local standard setting.
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3. Connect one end of the power cord to your storage system and the other end
to a standard electrical outlet.

Step 4. Configure Your Storage System

See the next chapter for the software configuration instructions.
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Chapter 3 Configuring Your Storage

System

—E———
. |
iBook . - =
SMCNAS04
[ T T SMCNAS24
[ ]
=

Elﬂll

IBM Compatible

Laptop computer

!

|IBM Compatible Laptop computer

Laptop computer

An SMCNAS04/SMCNAS24 network consists of an NAS server and several

clients connected via network links.

17



3.1 Installing the Storage System Management

You need to install Storage System Management before you can perform any
system configurations.

IMPORTANT:

o Ifyou are using the hard disk drive that has been installed with NAS middleware before,
then follow the steps on the section “System Power-on Without Hard Disk Drive.”

o |f you are using full new hard disk drives that have never installed NAS middleware
before, then follow the steps on the section “System Power-on With Full New Hard Disk
Drives.”

For Windows PC

1. Insert the included utility disc into your computer and the following screen
appears (if not, click on the file AutoRun.exe on the utility disc).

SMC

Networks

Welcome to use NAS

Please select following functions:

|I-) |_Install Java |

(<)) | Setup NAS Discovery Utility
(=) [ Install NAS Backup Master
(=) [ User Manual

(=} | Quick Start Guide

||;_-_}_.} | Install Mon-JAVA based discovery toal |

18



2. Click Install Java to install JAVA script on your computer and the following
screen appears. (Please make sure your computer has internet connection to
be able to access the online installation of JAVA.)

NOTE: You can also click Install Non-JAVA based discovery tool to install non-JAVA
based discovery tool.

i"w!;" Java{TM) SE Runtime En¥vironment 6 Update 1 - Licens il

License Agreement

Please read the Fallowing license agreement carefully. 0
Sun.

Zun Microsystems, Inc. Binary Code License Agreement ﬂ
for the JAVA SE RUNTIME ENVIRCNMENT (JRE) WVERZICN &

SUN MICROSYSTEMZ, INC. ("3UN™) IS WILLING TO LICENIE THE
SOFTWARE IDENTIFIED BELOW TO YOU CNLY UPCN THE CONDITION
THAT YOU ACCEPT ALL OF THE TERM3 CONTAINED IN THIS

BINARY CODE LICEN3E AGREEMENT AND SUPFLEMENTAL LICENIE
TERMZ (COLLECTIVELY "AGREEMENT"™).O FPLEASE RELD THE
AGREEMENT CAREFULLY.O BY DOWNLOADING OF INSTALLING THIS j

& Typical setup - &ll recommended Features will be installed.;

™ Custom setup - Specify the features to install, For advanced users,

Decline I Accept = I

3. After reading the license agreement, click Accept and the following screen
appears showing the progress of installation (this may take a couple of
minutes).

19



ava({TM) SE Runtime Environment & Update 1 - Progress

Installing

The program Features wou selected are being installed.

4. Click Finish when the following screen appears to exit installation.

ava({TM) SE Runtime Environment & Update 1 - Complete

Complete

The Install Wizard has successfully installed Java(TM) SE
Runtime Environment & Update 1. Click Finish to exit the
wizard,

20



5. Click Setup NAS Discovery Utility.
L - X]

Networks

Welcome to use NAS

Please select following functions:

=»/ | Install Java

=}/ | Setup NAS Discovery Utility

-3 . natall NAS Backup Master

-3 . User Manual
=) | Quick Start Guide
-3 nstall Mon-JAVA based discovery too

6. The following screen appears. Click Next.

]i.:.il Setup - NAS Discovery Utility ;Iglil

wWelcome to the NAS Discovery
Utility Setup Wizard
This will install MAS Discovery Utility on your computer.

It iz recammended that you claze all ather applications befare
cantinuing.

Click Mest ta continue, ar Cancel to exit Setup.

Cancel |

21



7. Select the destination to install the NAS Discovery Utility and click Next.

]i‘.q Setup - NAS Discovery Utility

Select Destination Location
Wwhere should MAS Dizcovery Utility be installed?

D Setup will install MAS Dizcovery Utility inta the following folder.

To continue, click Mest. If you would like to select a different falder, click Browse.

Browsze. . |

At least 127 .5 MB of free disk space iz required.

< Back I Mext > I Cancel

8. The Select Start Menu Folder screen appears, click Next.

fl5l Setup - NAS Discovery Utility

Select Start Menu Folder
where should Setup place the program's shortcuts?

Setup will create the program's shortcuts in the fallowing Start Menu folder.

To continue, click Mext. |f you would like to select a different folder, click Browse.

Browse... |

< Back I Hest » I Cancel
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9. Click the Create a desktop icon checkbox to enable it and click Next.

]i‘.q Setup - NAS Discovery Utility

Select Additional Tasks
Which additional tasks should be perfarmed?

Select the additional tagks pou would like Setup ko perform while instaling MAS
Discovery Utility, then click Next.

Additional icons:

< Back I Mext » I

Cancel

10. When the Ready to Install screen appears, click Install.

fl5l Setup - NAS Discovery Utility

Ready to Install
Setup iz now ready to begin instaling MAS Dizcovery Utiliby an your computer.

Click Inztall to continue with the installation, or click Back if you want to review or
change any settings.

Drestination location:
C:\Program Files\MAS Dizcovery Utilig

Start Menu folder:
MAS Dizcowvery Utility

Additional tasks:
Additional icons:
Create a desktop icon

23



11. The progress of installation will be shown onscreen.

fl5l Setup - NAS Discovery Utility

Installing
Flease wait while Setup install: HAS Discovery Utility on pour computer.

Extracting files. .
C:\Program Files\MAS Dizcovery UtilitysfirrmwarehdG_MAS-2. 7.1.0403 cpio.bz2

I

12. When the following screen appears, click Finish to exit the installation
process.

]i.,il Setup - NAS Discovery Utility ;lglil

Completing the NAS Discovery
Utility Setup Wizard

Setup has finished instaling MAS Discoveny Utility on pour
computer. The application may be launched by selecting the
installed icons.

Click Finizh to exit Setup.

¥ Launch NAS Dizcavery Utiling

24



JAVA-based

13. Click the NAS Discovery Utility shortcut icon on your desktop [i&
or you can launch the NAS Discovery Utility by clicking Start = Programs
- NAS Discovery Utility = NAS Discovery Utility. Click Yes when the
following screen appears to allow ActiveX controls.

Internet Explorer x|

Some software [Activex contralz] on thiz page might be

il
unzafe. Itiz recommended that pou not runit. Do pou
: want ko allowy it ko run?

Warning - Security

The application’s digital signature cannot be verified.
Do you want to run the application?

Name: MASDiscoveryApp
Publisher: MHAS

From: file:ff

I~ Always trust conkent from this publisher

Run Cancel

1 The digital signalure cannot be verifisd by s irusted source. Crily IS
L run i yeu trust the origin of the application, =

25



14. The following screen appears.

[Num]FriendlyName IP Address MAC Address nfiguration URL MAP Shares

1 SMCNASD4 192168.3481 00:1317:8501e8  AG_NASV17 Click to Configure NAS Ayailable Click to Map

26



Non-JAVA based

: : - : Discovery:
13. Click the NAS Discovery Utility shortcut icon on your desktop | Ttility "

or you can launch the NAS Discovery Utility by clicking Start = Programs
-> LSI Corporation = NAS Discovery Utility.

14. The following screen appears.

a5 NAS Discovery Utility _— - = == (=[BT ]
o -
|
Friendly Name IP Address Network Address | Firmware Yersion Configuration URL Device Status Map Shares
. SMCNASD4 192.168.34.81 00:13:f7:85:01:e8 | AG_NAS-V17 Configure NAS Device Online Click to Map I
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For Apple Mac OS X (10.4.11 or above)

1. Insert the included utility disc into your computer and open the MAC
AutoRun folder, and then click the AutoRun.app program.

[~ AutoRunCD =
: Q 1
é% W X I Narme | pate Size Kind i
i Retwor ¥ AutoRun Dec 18, 2007, 3:47 PM —  Application |
3 sk HD > [F doc Today, 5:51PM —  Folder i
= [ L,— NASDiscoveryUtility Today, 5:51 PM = Folder
N NAME 2 | » [ QuickGuide Today, 5:51 PM -~ Folder
!
ﬂ DABD_ALLMEDIA =
E Desktop
A Applications il
A
i
i ﬁ Documents
ﬁ Movies
é Music
[ Pictures i
= 1 of 4 selected, 44.04 GB available —?ﬁ

2. The following screen appears. Click Setup NAS Discovery Utility.

8esn AutoRun

SMC

Networks

Welcome to use NAS

Please select following functions:

(: Setup NAS Discovery Utility )
[ S User Manual )
€ Quick Start Cuide )
GNU GENERAL PUBLIC LICENSE

28



3. The Welcome to the NAS Discovery Utility Installer screen appears. Click
Continue.

[SHGNE] « Install NAS Discovery Utility

Welcome to the NAS Discovery Utility Installer

Welcome to the Mac OS5 X Installation Program. You will be

F,
& Introduction guided through the steps necessary to install this soltware.

L. Cortinue

4. Select the destination to install the NAS Discovery Utility and click
Continue.

606 M nata L HAS DiscoverUtlity

Select a Destination

Select a destination volume to install the NAS Discovery
@ Introduction Utility softwars.

& Select Destination P

\ - )
n tionéType \\ ('[ =
nstal 4 - ;‘J —
= o —
Finish Uip iDisk HD NO NAME

148GB (41.8GE Free) 243MB (5.6MB Free)

Installing this software requires 8.0KB of space.

ou have chosen to install this software on the volume "ICIsk HD.

You can choose the folder to install inte.

Destination folder:

(_ Choose... |

~ GoBack ) ( Continuz )

29



5. The Easy Install on “iDisk HD” screen appears, click Install.

eee « Install NAS Discovery Utility

Easy Install on “iDisk HD"

© Introduction

© Select Destinatign | Click Install to perform a basic installation of this

software package on the volume "iDisk HD."
@ Installation Type |

GoBack ) | Install

6. The installer requires that you type the password of your Mac OS X
Administrator account.

Authenticate

Installer requires that you type your password.

i
| =
Name: NAS
Password: |
B Detils

-';’- ¢ Cancel.‘( OK 3

30



7. The Installing NAS Discovery Utility screen appears and progress of
installation will be shown.

866 @ Install NAS Discovery Utility

Installing NAS Discovery Utility

 Introduction
© Select Destination

%
@ Installation Type \\

B Install A

Finish U8 Finishing Installation

Running NAS Discovery Utility Installer script

8. When the following screen appears, click Close to exit the installation
process.

806 « Install NAS Discovery Utility

© Introduction

0 Select Deslinal-?on
© Installation Type“ \
© Install A

@ Finish Up
The software was successfully installed




9. To get the latest font library, click MACr ' -> Software Update to
update to the latest MAC Operation System version.

About This Mac
Software Update...

Mac OS X Software...

System Preferences...
Dock
Location

>
»
Recent Items >
Force Quit Finder 489

Sleep
Restart...
Shut Down...

Log Out tt2... f+#Q

10. The system would start to check for software update.

Software Update

f Checking for new software. ..
ﬁ 3
It ( Cancel )

Mote: Use of this software is subject to the original Software License Agreement{s}
that accompanied the software being updated. A list of Apple SLAs may be found
here: hup;/ /www.apple.com/legal (sla/.

( auit ) Install




11. To set the Safari Cookies, click Safari = Preferences.

About Safari
Report Bugs to Apple...

Preferences... %,
v Elock Pop-Up Windows  {r3K

Frivate Browsing...
Reset Safari...

Empty Cache... HE
Services >
Hide Safari #H
Hide Others N#EH
Quit Safari ®Q

Then Security to accept Cookies “Only from sites you navigate to”.

enrc Security (]

Ll M @ =@ 8 &

General Appearance Bookmarks Tabs RSS  AutoFill Security Advanced

Web Content: @ Enable plug-ins
E Enable Java
™ Enable JavaScript
@ Block pop-up windows

Accept Cookies: Always

J Newver

@ Only from sites you navigate to

For example, not from adve-tisers on thase sites

[ Show Cookies )

M Ask before sending a non-secure form to a secure website

@




12. Click the NAS Discovery Utility icon in the hard drive
installation directory or launch NAS Discovery Utility by clicking
Applications = NAS Discovery Utility.

ene |~ Applications -
(xS eSS a ‘-
1 9 Nework [ iwork ¥ Preview:
1 = & Wail

L 5& iDisk HD |7 warble Blast Gold b
| gt Microsoft AutoUpdate

 NONAME &

|| &9 DABD_ALLMEDA =

| E Desktop

é Music

1 Pictures

. Microsoft Office 2004 L
= MPlayer 05X 2

I Nanosaur 2 [
A~ NAS Quic< Start Cuide

A% NAS User Manual

[ swffit 100 [
¢ System Preferences
# TextEdit

4} Toast 6 Titanium

i
v
n

| n B Name MASDiscovery
| ./« Applications = NASI“MW Kind Ali
& Preview A e

£04 Uuick1ime Player S Kol

| 13 w2 g 3 il ¥ Created Today at 6:02 PM
- B iy Modified Today at 6:02 PM
| ¥ Documents @ S_ﬂfaﬂ Last opened  7/19/07 2:47 PM

| = ) b\ Sherlock

| E Movies Srickies More infr

1 of 58 selected, 44.04 GB available

13. Click Trust to allow digital signature verification if the following screen

appears.

nne

file://

@

This applet was signed by "MNAS," but Java cannot verify the
authenticity of the signature's certificate. Do you trust this
certificate?

Click Trust to run this applet and allow it unrestricted access to your
computer. Click Don't Trust to run this applet with standard Java

restrictions.

@ ( Show Certificate )

(Donm'tTrust) (  Trust )
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14. The following screen appears.

m FriendlyName IP Address MAC Address Configuration URL MAP Shares
1 SMCNASO4 192.168.34.81 00:13.17:85:01:e8  AG_NAS-V17 Clickto Configure NAS Available

e  The NAS Discovery Utility must use the Safari web browser when system is using
the Mac OS X (10.4.11 or above).

e Use Mozilla Firefox to install SMCNAS and type in the SMCNAS IP in the Firefox
address field.

e  When using the Safari web browser to log in to web management, make sure to
have the correct setting: Safari > Preferences - Security > Accept Cookies
-> Only from sites you navigate to.
When using Mozilla Firefox to log in to web management type in the NASIP at the
Firefox web browser.
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System Power-on Without Hard Disk Drive

IMPORTANT: If you are using the hard disk drive that has been installed with NAS
middleware before, then follow the steps on this section. You can also Reset your System
to default by following this section.

15. When the discovery tool has discovered the NAS, it will show “Zero-Disk
Mode” on the Firmware Version column. Click “Configure RAID Profile”
on the Configuration URL column.

16. The following screen appears. Log in by “root” and no password is
required.

Fl Storage
- Configure F

Network Attached Storage Configuraror

Hardware Version: VI
Software Version: AG_MNAS-311

To change any settings you need to login as root!!
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17. After logging in the following screen appears. Install the hard disk drive
into the lowest level tray (see chapter 2 portion on proper hard disk
installation) and after around 30 seconds, click REFRESH (if no hard disk
drive appears, click REFRESH again.)

F] Storage
- Configure RAID mode

o osomws

SLOT MODEL SERAL TOTALSIZE AVALABLESZE SMART
NONE
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18. When the hard disk drive appears on screen, click CONFIGURE.

El Storage
- Configure RAID mode

Useg; root REFRESH

1 |ST3400620AS SQHOG3IA | 37261 GB 37261 GB Click

New Disk Found at slot 1,
To be part of new RAID by cli CONFIGURE

CONFIGURE

19. The following screen appears. Click OK.

Microsoft Internet Explorer _E-X |

9 1t might take a while to Configure the New Disk.
\.)

Please do NOT Reboot or Remove DISK(s) while System is Configuring the New Disk!!
Check the Current Status For Completion by Clicking REFRESH Button.

Do you want to Continue?

(o ][ concel ]
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20. The following screen appears. Install another hard disk drive into the second
lowest level tray and after around 30 seconds, click REFRESH (if no hard
disk drive appears, click REFRESH again.)

E] Storage
- Configure RAID mode

User: root

REFRESH

1 | ST3400620AS SQHOG33X | 37261 GB 37261 GB Click

- R | ; - ;
PROFILE  of  RAIDTYPE STATUS  SIZE  CHANGE TO
DISKS I
0 1 SINGLE | Healthy 37261 GB

You can upgrade the system by clicking the button
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21. The following screen appears, then click Configure.

NOTE: If you want to install more hard disk drive(s) (not new hard disk drive but hard disk
drives that installed NAS firmware before) into the other slots, perform steps 20 and 21
again, otherwise go directly to step 22 after you click Configure.

El Storage
- Configure RAID mode

User: root

SLOT ~ MODEL  SERIAL  TOTALSIZE AVAILABLESIZE SMART
1 ST3400620A5 | 5GHO633X | 37261 GB 7zE1 68 Click
2 ST3400620A5 5QHOS0GD 37261 GB 37261 GB Click

New Disk Found at slot 2.
To be part of new RAID by clicking CONFIGURE

CONFIGURE
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22. The following screen appears.

NOTE:

o Whenever you install a hard disk drive, you can use the default RAID mode (if one hard
disk drive only default is Single, if two hard disk drives it will be JBOD, all 4 hard drives
will be RAID 5). Or change the RAID mode by clicking CHANGE.

o If you did not click REFRESH and CONFIGURE each time you insert a hard disk drive,
it will have the wrong RAID mode and the inserted disk might be invalid.

El Storage
- Configure RAID mode

Uses: root

SLOT ~ MODEL  SERIAL  TOTALSIZE AVAILABLE SIZE SMART
1 | ST3400620AS |5QH050GD | 37261068 | 3726168 | Click
2 ST3400620A5 | 5QHOB33X | 37261 GB 37261 GB Click

PROFLE  of  RADTYPE STATUS  SZE  CHANGETO
DISKS

0 2 JBOD Healthy 7452268 |RAID-0 v CHANGE

You can upgrade the system by clicking the button
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23. If you use the default mode (JBOD if = two hard disk drives or Single)

without changing the RAID mode, click Upgrade and the following screen
appears. Click OK to jump to step 29.

Microsoft Internet Explorer

2 It will Format your disk and prepare it for installation,
\74) Do you want to continue?

o J[ concel ]

24. 1f you change the RAID mode, the following screen appears. Click OK.

Microsoft Internet Explorer

92 Creating New RAID profile will ERASE all your data.
\'} 1t will also REBOOT the system Automatically.
Reboots take typically 3-5 minutes.

Do you Want to Continue?

ok J[ concel
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25. The system will reboot and the following screen appears, wait for
approximately 3 ~ 5 minutes.

E] Storage
- Configure RAID mode

Usef: root System is Rebooting...
It will take around 3-5 minutes.

Once NAS is up, the page will be updated Aitomatically,
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26. After rebooting, log in by root again and no password is required.

E] Storage
- Configure RAID mode

o osomws

1 ST3400620AS 5SQHO50QD | 37261 GB 37261 GB Click
2 | ST3400620AS | 5QH0633X | 37261 GB 37261 0GB Click

me d mms STATUS  SIZE
DISKS

0 2 RAID-1 | Healthy 37261 GB
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27. The following screen appears, click Upgrade.

El Storage
- Configure RAID mode

User: root

1 ST3400620A% | 5QHOS0GD | 37261 GB 7zE1 68 Click
2 | BT3400620A5 | 5QH0633X | 372861 GB 37261 GB Click

| .. - . o il
|FME of  RAIDTYPE STATUS  SIZE  CHANGE TO

0 2 RAID-1 | Healthy 37261GB |RAIDO »

B the system by clicking the button

28. When the confirmation message appears, click OK.

Microsoft Internet Explorer

? 1t will Format your disk and prepare it for installation,
Do you want to continue?

Lok J[ concel
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29. System will start to format the hard disk drive. After formatting, the
confirmation message will appear. Click OK.

Microsoft Internet Explorer

|§ You have successfully configured the disk

Upgrade the system using the latest firmware. ..

30. The following screen appears.

Fl Storage
- Configure RAID mode
Upload location /storageirdea2l
] |(Browse._ ] (| Upgrade
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31. Click Browse to select and install the Full Install Image
“AG_NAS_Vx.x.X-SMC.cpioo.bz2”. This file is stored under the default
C:\Program Files\NAS Discovery Utility\Firmware
directory, otherwise it can be found under the firmware folder of the
directory where you previously installed the NAS Discovery utility.

Choose file EWXI

Lookn:l._}fimae x| e ®BreyE-

2 - AG_NAS_V].6-Generic.cpio. bz2

My Documents

e e

File name: |4G_NAS_V1.6Generic.cpio bz
Files of type | A Files )

i
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32. Then click Upgrade. The following screen appears. The system will start to
install into the NAS hard disk drive.

File Upload Status

Upgrade file has been Uploaded Successfully!!

Upgrade of the system is intiated and it may take upto an howr to complete the upgrade,
Use the NAS Discovery tool to track the progress of upgrade,

Do not distunb the system while upgrade is happening.
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33. If the NAS Discovery Utility screen is not on your computer anymore, again
click the NAS Discovery Utility shortcut icon on your desktop or you can
launch the NAS Discovery Utility by clicking Start = Programs = NAS
Discovery Utility = NAS Discovery Utility.

m FriendlyName |IP Address MAC Address 3::’;:1’* Configuration URL MAP Shares

1 (nonej 192.168.1.143 00:400d0:8a:27 a3 Zero-Disk

34. The Status column will show various stages of the upgrade process:
(total 45 minutes or more depending on the size of the hard disk)

e Upload % Done
e Verifying Checksum

e Extracting Firmware

e Installing OS

e Installing Kernel

e Installing Media Server
e Installing KHTTPD

e Installing Samba

e Installing Configurator

e Installing NASUtils
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35. When the following screen appears, click the Click to Configure NAS under
the Configuration URL column to log in to Storage System Management.
Proceed to the next section for details on Storage System Management.

m FriendlyName IP Address MAC Address Software Ve ion

1 SMCNASO4 182 180.340 D01IM0500eD  AG_NASVIT

Configuration URL

Click lo Configure NAS

|_MAP Shares ]
| Gk 1 Mo
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System Power-on With Full New Hard Disk Drives

IMPORTANT: If you are using full new hard disk drives that have never installed NAS
middleware before, then follow the steps on this section.

1. When the discovery tool has discovered the NAS, it will show “Zero-Disk
Mode” on the Firmware Version column. Click “Configure RAID Profile”
on the Configuration URL column.

2. The following screen appears if you inserted two disks. Log in by root and
no password is required.

Fl Storage
- Configure RAID mode

Login:

Password:

SLOT  MODEL SERIAL  TOTAL SIZE AVAILABLE SIZE SMART
1 STI60B15AS SRAITYKF | 14903 GB 14905 GB Chick
2 | BT3160815A5 |SRMODZT4B | 149.05 GB 149.05 GB Click

PROFILE of RAID TYPE STATUS  SIZE
- DISKS

0 2 RAID-1 Healthy | 149,05 GB

[

51



3. After logging in the next screen will show how many hard disk drive(s) you
installed. If two hard disk drives are installed, the default RAID mode is

RAID 1, if 2 three hard disk drives are installed, the default RAID mode is
RAID 5.

Fl Storage
- Configure RAID mode

User: root REFRESH
[Cogou ]

SLOT ~ MODEL  SERIAL |TOTAL SIZE AVAILABLESIZE SMART
1 ST3160815A5 SRAITYKF | 149.05GB 145.05 GB Click
2 ST3160815A5 SRXOZT4B | 149.05GB 1458.05 GB Click

|NUMBER
PRDII.E| of RADTYPE STATUS  SIZE  CHANGETO

0 2 RAID-1  Healthy |148.05GB |'RAJD|3 v/

ou can upgrade the system by clicking the bution.
Upirade
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4.

If you use the default RAID mode, click Upgrade and the following screen

appears. Click OK to jump to step 10.

&

It will Format your disk and prepare it For installation,
Do you want to continue?

[ o

5.

Creating New RAID profile will ERASE all your data.
1t will also REBOOT the system Automatically.
Reboots take typically 3-5 minutes.

Do you Wank to Continue?

ok J[ concel
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6. The system will reboot and the following screen appears, wait for
approximately 3 ~ 5 minutes.

E] Storage
- Configure RAID mode

Usef: root System is Rebooting...
It will take around 3-5 minutes.

Once NAS is up, the page will be updated Aitomatically,

54



7. After rebooting it will display your new RAID mode, log in again.

E] Storage
- Configure RAID mode

oo [
Co—

Password:

1 ST3400620AS 5SQHO50QD | 37261 GB 37261 GB Click
2 | ST3400620AS | 5QH0633X | 37261 GB 726108 | Click

PROFILE  of RADTYPE STATUS  SIZE
DISKS.

0 2 RAID-1 | Healthy 372,61 GB
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8. The following screen appears, click Upgrade.

El Storage
- Configure RAID mode

User: root

1 ST3400620A% | 5QHOS0GD | 37261 GB 7zE1 68 Click
2 | BT3400620A5 | 5QH0633X | 372861 GB 37261 GB Click

o NoMBER . I
PROFLE  of  RADTYPE STATUS SZE  CHANGETO

0 2 RAID-1 | Healthy 37261GB |RAIDO »

B the system by clicking the button

9. When the confirmation message appears, click OK.

Microsoft Internet Explorer

? 1t will format your disk and prepare it for installation.
Do you want ko continue?

Lok J[ concel
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10. System will start to format the hard disk drive. After formatting, the
confirmation message will appear. Click OK.

Microsoft Internet Explorer

|§ You have successfully configured the disk

Upgrade the system using the latest firmware. ..

11. The following screen appears.

Fl Storage
- Configure RAID mode

Usef: root L upeRamES
[ Logoun ] Upload location /storageirdeads

— CBiomse.. ) | rraie)
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12. Click Browse to select and install the Full Install Image
“AG_NAS_Vx.x.x-SMC.cpio.bz2”. This file is stored under the default
C:\Program Files\NAS Discovery Utility\Firmware
directory, otherwise it can be found under the firmware folder of the
directory where you previously installed the NAS Discovery utility.

Choose file E|E|
Lockin: [ fimware - e ®EctE-
':\ L AG_NAS_V1.6-Generic.cpio.bz2
My Recent
Documents
Deskiop
My Documents
My Computer
My Netwotk  File name: [AG_MAS_V1.6-Generic cpio.bz2 b Dpen
; | 2 | Sos )
Files of type | A Files ) =l Cancel
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13. Then click Upgrade. The following screen appears. The system will start to
install into the NAS hard disk drive.

File Upload Status

Upgrade file has been Uploaded Successfully!!

Upgrade of the system is intiated and it may take upto an howr to complete the upgrade,
Use the NAS Discovery tool to track the progress of upgrade,

Do not distunb the system while upgrade is happening.
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14. If the NAS Discovery Utility screen is not on your computer anymore, again
click the NAS Discovery Utility shortcut icon on your desktop or you can
launch the NAS Discovery Utility by clicking Start 2 Programs = NAS
Discovery Utility = NAS Discovery Utility.

1 (none} 192.168.1.143 O0c40idliBaiTasd  Zero-Disk

Uploading:
5% Done

15. The Status column will show various stages of the upgrade process:
(total 45 minutes or more depending on the size of the hard disk)

Upload % Done
Verifying Checksum
Extracting Firmware
Installing OS

Installing Kernel
Installing Media Server
Installing KHTTPD
Installing Samba
Installing Configurator
Installing NASUTtils
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16. When the following screen appears, click the Click to Configure NAS under
the Configuration URL column to log in to Storage System Management.
Proceed to the next section for details on Storage System Management.

[Num]Friendiyname IP Address MAC Address | Software Version]Configuration URL MAP Shares.
1 SMCNAS04 192.168.34.81 00-13f7:85:01e8  AG_NASV1T Click to Configure NAS Available

61



3.2 Starting Storage System Management

JAVA-based

1. Click the NAS Discovery Utility shortcut icon on your desktop or you can
launch the JAVA-based NAS Discovery Utility by clicking Start >
Programs = NAS Discovery Utility = NAS Discovery Utility.

| NOTE: If the following screen appears, click Yes to allow ActiveX controls.

Internet Explorer x|

ri@ Some software [Achiver controlz] on this page might be
?. ungafe. It iz recommended that pou not run it. Do pou
wiant to allow it to run?

Warning - Security

The application's digital signature cannot be verified.
Do you want to run the application?

MName: NASDiscoveryApp
Publisher: MNAS

From: file: Y

I~ #lways trust content from this publisher

Run Cancel

More Informatian. .

@ The digital signature cannot be verified by a brusted source, Snly

run if you trust the origin of the application.
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2. When the following screen appears, click the Click to Configure NAS on the
Configuration URL column to log in the Storage System Management.

e
L AT04

IP Address MAC Address Software Version | Configuration URL
182 158,34 01 00.13705.00ed  AG_NASVIT Click lo Configure NAS
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Non-JAVA based
1.

Click the NAS Discovery Utility shortcut icon on your desktop or you can
launch the non-JAVA based NAS Discovery Utility by clicking Start >
Programs -> LSI Corporation = NAS Discovery Utility.

When the following screen appears, click the Configure NAS Device on the
Configuration URL column to log in the Storage System Management.

Friendly Name IP Address MNetwork Address Firmware Version ICunﬁguralmn URL I Device Status Map Shares

. SMCNASD4 192.168.24.81 00:13:f7:85:01:8 AG_MNAS-V1.7 onfigure NAS Device Online Clickto Map
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3. The system automatically scans the network for storage systems. This might
take a few minutes. The following screen appears.

SMC

Netwerks

Enter your login information.

User name
Password :

Language : | English E|

4. Enter the default User name “admin” and the default Password
“smcadmin” then select the desired language.

5. Click Log In. The Storage System Management homepage contains six tabs
namely, My NAS, Users & Groups, Shared Folders, Disk, Advanced, and
Logout appears.
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3.3 My NAS Page

Displays a list of your storage system information (NAS name, Middleware and
Flash version, MAC and IP address, Subnet mask, Gateway IP address, Disk
Mode, System and Data utilization) and Current Connections (Shared folders,

Users, and Login Time).

System utilization: shows the current system data partition usage.
Data utilization: shows the current data partition usage.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Advanced
= System setting

......... M y NAS

MAS Name: SMCNASZ4
Middleware Version: AG_MAS_V1.7

Flash Version: 2.0

Mac: 00:13:F7:85:01:E8
IP: 192,1568.34.81
Submask: 255,255.255.0

Gateway IP address: 192,168.34.254

Disk Mode: RAID 5
System utilization: 37% (705M/2.0G)
Data utilization: 1% (4.7G/2.1T)

Connections

Shared Folders Users Login Time

Logout
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System Setting

Allow you to specify the storage system name, date, time, time zone, NTP
server name or IP address, administrator name, and password.

1.

On the My NAS page, click System setting and the following screen appear.

SMC

Networks

My NAS Users & Groups | Shared Folders | Disk Advanced

=> System setting

== MNetwork setting

Logout

My NAS : System setting
You can set the NTP server , change the NAS name and administrator usernamefpassword.
 System settings

storagesystem . lgMcNAsS24

name '

Date |11 [=] /|23 [=] /| 2007 [=] Month /Day / Year)

Time |15 [w] ¢ |53 [w] ¢ | 16 [] (Hour : Minute : Second)

Time zone = [ (GM'I'+.01:DD) Brussels, Copenhagen, Madri.d. Paris E|:

NTP server name or IP address :  time.stdtime. gov.tw

— Administrator login

Administrator name : [admin
Password
Confirm password

The password cannot exceed eight characters. Administrator can not excess 15
characters.

NOTE: Be careful when changing the Storage System Name. Inform your clients of any
change of this column for providing available functions, including shared folders or

backups.
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To change this . .. Do this ...

Storage system name Enter the new name to use for the specific
storage system. The name can be up to 15
characters long and can include letters,
numbers, and hyphens.

Date, Time, Time zone In the Date fields, enter or select the month,
day, and year.

In the Time fields, enter or select the hour,
minute, and second.

In the Time zone list, select the time zone.

NTP server name or IP address  Enter the name or IP address of the Network
Time Protocol server from which the storage
system could adjust its time automatically. You
can use an NTP server name only if it is
resolvable/recognizable.

NOTE: The NTP server name’s maximum
number of characters is 64. Can include only
letters (uppercase and lowercase A~Z),
numbers (0~9), hyphens (=), underlines (_), and
dots (.).

The IP address’” maximum number of character
is 15 (including the three “.”). The format is
XXX XXX XXX. XXX and the value of xxx is
between 0 and 255.

Administrator name In the Administrator name field, enter the
administrator name for logging in to the
Storage System Management.

Password

Confirm password ) .
NOTE: Maximum number of characters is 15

In the Password and Confirm password fields,

enter the password for logging in to the Storage

System Management. The administrator name

and password are case-sensitive.

NOTE: Maximum number of characters is 8.
Can include any printable ASCII characters but
not ().

2. After making the necessary changes, click Apply.

3. When the confirmation message appears, click OK for the changes to take
effect.
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Network Setting

Allow you to configure the network settings that include the workgroup name,
MAC address, and FTP server settings.

NOTE:

o The time between AD server and the SMCNAS Samba server must be in sync (use
NTP). Please check chapter 5 for AD setup on how to do this.

o You only can choose the “workgroup” of NAS or “AD full domain”

o |f AD domain is selected, user cannot use the local user account to connect to NAS via
Samba.

o U NI AGT 0T AT RN () Y N, M, and space can be included in AD
account.
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1.

Click Network setting and the following screen appear.

== System setling

SMC

Networks

My NAS Users & Groups | Shared Folders | Disk Advanced

Network setting

|-- My NAS: Network setting

@ Groupname can not excess 15 characters,

Logout

—Workgroup and AD Domain properties

@ Workaroup name: ;NAS

=) AD full domain

(ex: example.com):

AD full domain controller
(ex: dc.example.com):

AD administrator name:

AD administrator password:

rPortl

MAC address: 00: 13:F7:85:0:E8
@ GetanIP address automatically

() Use this IP address:
1P address : |

Subnet mask i 1 1 |

Gateway IP address: : |

DMS server settings

DNS server 352 | . @88 | |3

—FTP server settings

[[] Enable FTP server
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To change this . .. Do this ...

Workgroup name

Enter the new name for the specific workgroup.

NOTE: Maximum number of characters is 15.
Can include only letters (uppercase and
lowercase A~Z), numbers (0~9), hyphens (-)
and underlines (). The first character must be a
letter (uppercase and lowercase A~Z).

Get an IP address
automatically

If you have a DHCP server on your network,
the server can get its IP address from that
DHCP server automatically.

Use this IP address
IP address

Subnet mask
Gateway IP address
DNS server settings

If you do not have a DHCP server, you must
specify an IP address, subnet mask, gateway IP
address, and DNS server.

NOTE: Maximum number of characters is 15
(including the three “.”). The format is

XXX XXX.XXX. XXX and the value of xxx is
between 0 and 255.

FTP server settings

Allows your storage device to perform as an
FTP server, and it is highly recommended to
download the data transfer tool

from http://filezilla.sourceforge.
net/.

If you select AD full domain you have to fill in the AD full domain name, AD
server’s full domain controller name, AD administrator name, and the AD

administrator password.
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Enable FTP Server

SMC

Networks

= System setting

My NAS

| Users & Groups | Shared Folders | Disk Advanced Logout
My NAS: Network setting
@ Groupname can not excess 15 characters,
—Workgroup and AD Domain properties
@ Workgroup name: EI\IIAS
AD full domain
{ex: example.com):
AD full domain controller
{ex: dc.example.com):
AD administrator name:
AD administrator password:
rPortl
MAC address: 00; 13:F7:85:0 iES
@ GetanIP address automatically
() Use this IP address:
IP address
Subnet mask
Gateway IP address:
DNS server settings
DNS server @ 192 . _168 | . ‘34_ i B
—FTP server settings
Enable FTP server
Tranfser Mode: ._Passive E| Port: 21 Code Page: ._UTF-S E|

To enable FTP server,

e Transfer Mode

take note of the following:

Default is “passive” mode.
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Select “Passive” when you enable Firewall protection on your Windows
OsS.

Port
Default is “21” unless specified.
You can set one of the port range from 49152 to 65535.

Code Page

Default is “UTF-8”.

For Japanese OS and you wish to upload/download file with Japanese
filename, then select “Japanese.”

For Japanese OS and you wish to upload/download file with English or
Traditional/Simplified Chinese filename, then select “UTF-8.”
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NOTE:

o Ifyou use Filezilla v2.2.x (you are recommended to use Filezilla (shareware) as your
FTP data transfer tool), DO NOT enable the Use multiple connections to transfer
files setting.

o Ifyou use Filezilla v3.0.x, set the Active mode and set NAS to passive to upload the file.

[Z FileZilla version 2.2.16

Transfer View Queue Server Help
R %
User: | | Password | Por: [ | [Guickgenecl]v
Local Site: | C:AVideo WY Wideo WY + | Remate Site:
1) Wideo_wHy || Filename Filesize | Filetype Date
1) WINDCWS
< D:
=k -
2z ~
Filenarme  + Filesize  Filetype Last M A
= E
-1 2.mpa 215MB  Winamp media file  9/30/20 ¥
< | > | >
7 files with 308749723 bytes,
Local Filename: Size | Direction | Remote Filename Host Status
< | >
Enter the options Dislog of FileZila Queue: 0 by

= Connection Ll File transfer settings

Firewall sellings
Frosy settings []Preserve datetime of downloaded files
FTP prowy settings
55 suppart
Direstory cache Use primary connection For transfer I file size is smaller
Ident server

[ use multiple connections to transfer files
ASCI/Binay Transfer up Files at the same
Speed Limit
Compressian IF the target File of a transfer already exists, you can specify a default

= Interface settings
Ask,

Local file list = gOverwrite
Remote file list )
Language () Overvrite iF newer
Miscellaneous 3 O Resume
cae e cae . S0 () Rename

O skip

[ visplay all file revisions on YMS servers
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= viegilla version 2292

dt Tramler View Queus Server Hep

Fie
[@- [t QE D% 0 %R | T[] User [ Passwad | pot [ [Gkcorreat -]
Local Sie [\ x| | Remote Sae | =
= 3 My Computer 2] | Flename | Flesie[ristyps  [oste  [Tme [rPemisons [ |
= Local Dusk (1) J
[ = Local Digk (D)
- Compact D (E:)
[#1 =) Fomarvable Dwsk. (F:) =l
(=l - Liocal Drsk
=0 Local Dk
QE: Compact Desc.
SIF: Ramavabie Disk
1] | =
3 Folders,
[LocalFlerame |  Soe] Orection | Remots Fiename | Host [ETT I
Fready I f HQueum: Gbytes @ 4

e Click File and the following screen appears.

I A
File
- Skte detals
Py TR Skes Host: Port:
Servertype:
| =]
€ prorymous. € Normal € Azeount
I~ Bypass proxy settings
User: Account:
Password:

™ Dot saye password|

Comments:
=l
Newste | MewFoder | 0oie | o
Copy l Rename_l m:lvmced.,.l HSodli
comeat | Concel | ssveandexk|
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Click New Site.

I x|
File
1~ Site detals
_! News FTP site im' Mir’
Servertype:
|Fe =l

Copy | | nerame | ‘adverced..| [ ek

Select “Use active mode” on Passive transfer mode settings when using
Windows OS with Firewall enabled and,
select “Force” on Use UTF8 on server if available. Then click OK.

B ES

Advanced settings for the site MNAS2100° ()

Default local directory: J
Default remote directory:

Passive transfer mode settings
% Use default " Use passive mode | " Use active mode

Server timezone offset:
Adyust remote file time by[ 0 =] hours [0 =] minutes

ILbeUTFsonwfavdobb: IMO ﬂ I

x| concel_ |




When using the ActiveDirectory the user name for FTP is [Domain
name]+[user name], e.g. Office-AD+Testuser.

When using Workgroup mode, please just use local user name.
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If you choose the option Use this IP address, the following appears.

SMC

Networks:

= System setting

== Network setting

My NAS | Users & Groups | Shared Folders | Disk Advanced

My NAS: Network setting

‘ﬁj/) Groupname can not excess 15 characters,
Workgroup and AD Domain properties
@ Workgroup name: NAS

7 AD full domain
(ex: example.com):

AD full domain controller
{ex: dc.example.com):

AD administrator name:

AD administrator password:

Port 1
MAC address: 00:13:;F7:85:0 LES
Get an IF address automatically
@ Use this IP address:
IP address : (192 | |1e8 | |34 . B1

| Subnet mask : (355 | |255 | {255 | D

Logout

Windows Internet Explorer

[=5)

. Ifyou have changed the network address, reaccess the Ul with the new
_ll address or use the NAS discovery tool to find the device later.

[ Tranfser Mode: Passive Port: 21 Code Page: UTF8

4. After making the necessary changes, click Apply.

5. When the confirmation message appears, click OK for the changes to take

effect.

WARNING: If you change the Static IP (Use this IP address) back to Dynamic IP (Get an
IP address automatically), you need to shutdown the Storage System Management and

restart it again.
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3.4 Users & Groups Page

Displays a list of all currently configured users and lets you add, modify, and
remove users. This area also allows you to add, modify, and remove groups as
well as perform quota management.

Users

1. Click the Users & Groups button on the Storage System Management
homepage. The following screen appears.

Networks

My NAS | Users & Groups | Shared Folders | Disk | Advanced Logout

o B Users & Groups: Users
>> Groups

""""" Add the users here. After the user is added, assign the user to shared folders by dicking the Shared
== Quota management Folders tab to assign access

Windows users can be joint into groups and assign several users to a shared folder

Local Users
Select Name Type
guest WindowsMac OS X user (CIFS)
[ add | Ede | Remove |
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2.  Click “Add” and the following screen appears, allowing you to specify the
type of user (Windows/Mac OS X or Linux/Other Mac) you want to add.
Netwnrks
My NAS | Users & Groups Shared Folders | Disk Advanced | Logout
== Users
Users & Groups : Users
== Groups
== Quota management What type of user do you want to add?
= WindowsMac 05 X user (CIFS)
i Linux/Other Mac user (NFS)
[ next | Cancel |
2. Add the users. After the user is added, you can assign the user to shared

folders by clicking Shared Folders to assign/restrict access (see later section
for further details).

NOTE: Windows users can be joined into groups as well as assign several users to a
shared folder.
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For Windows/Mac OS X Users

3. Click Next and the following screen appears. You must provide the

requested user information.

SMC

Networks

My NAS | Users & Groups | Shared Folders Disk
= Users |
Users & Groups : Users
== Groups
== Quota management Use this screen to add a Microsoft Windows or Mac OS X user,

any shared folders,

@ The password cannot exceed 24 characters,

User name
Password

Confirm password ¢

Enter the name and the password for the user, The user must enter this name and password to access

Advanced Logout
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To change this . .. Do this ...

User name In the User name field, enter the user name.
Password NOTE: Maximum number of characters is 24
Confirm password Can include only letters (uppercase and

lowercase A~Z), numbers (0~9), hyphens (-),
underlines (), dots (.), and @ symbol. The first
character must be a letter (uppercase and
lowercase A~Z). Must not be any of the
following uppercase or lowercase words such

as “root”, “backupuser”, “nobody”, “ftp”,
“anonymous”, and “www”.

In the Password and Confirm password fields,
enter the password for accessing any shared
folders.

NOTE: Maximum number of characters is 24.
Can include any printable ASCII characters but
not ().

4. Click Apply and the new user would be added. Repeat the above steps until
you have added all the users that you want to add at this time.
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5. Click Remove and the following screen appear, allowing you to specify the

type of user (Win

dows/Mac OS X) you want to remove.

SMC

Networks

My HAS

== lsers

| Users & Groups | Shared Folders Disk Advanced Logout

Users & Groups: Users

Add the users here, After the user is added, assign the user to shared folders by dicking the Shared
Folders tab to assign access

Windows users can be joint into groups and assign several users to a shared folder

Local Users

Select HName Type
3 guest Windows/Mac OS5 X user (CIFS)
@) test WindowsMac OS5 X user (CIFS)

Windows Internet Explorer ﬁ

o
|@I Are you sure you want to delete CIFS userntest?
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type of user (Windows/Mac OS X) you want to edit.

Click Edit and the following screen appears, allowing you to specify the

SMC

Networks

My NAS | Users & Groups | Shared Folders Disk Advanced Logout
=5 Lsers
""""" Users & Groups: Users
== Groups
== Quota management The user must provide this user name and password to access any shared folders.

@ The password cannot exceed twenty-four characters.

User name : test
Password

Confirm password  :

7. Enter the pertinent information and click Apply.
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8. The follow screen appears.

Note : When AD domain is selected, “Users” page would display domain users with prefix
of “(Domain)”

- SMC

Noetworks

Iy MAS | Users & Groups | Shared Faolders Disk Advanced Logaout
EE - '
R Users & Groups: Users
== Groups
------------------------ Add the users here, After the user is added, assign the user to shared folders by clicking the Shared
=2 (uoka management Folders tab to assign access

Windows users can be joint into groups and assign several users to a shared Folder

—Local Users
Select Name Type
O aaa indowsiMac 03 ¥ user (CIFS)
O d45e@ WindowsiMac 03 ¥ user (CIFS)
O guest WindowsiMac 03 ¥ user (CIFS)
O W1Z23@ WindowsiMac O3 ¥ user (CIFS)

— Domain Users

Mame Type

administratar DABD+domain users
guesk DABD+domain guesks
support_355945a0 DABD+domain users
krbtgt DABD+domain users
andy DABD+domain users
cheng DABD+domain users
edison DABD-+domain users
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For Linux/Other Mac OS Users

1.

Click Next and the following screen appear. You must provide the requested
user information.

My NAS | Users & Groups | Shared Folders Disk Advanced Logout
== Users
""""" Users & Groups: Users
== Groups
== Quota management Use this screen to add a Linux or Mac OS user.

SMC

Networks

The Computer Description can be the name of the user who typically accesses the computer or any other
description to identify the computer.

The IP address or the computer name identifies the Host system, Enter the IP address or computer name
for the user that you are adding.

Computer description : abd

IP address or computer name @ 192.168.34.50

| ok | Ay ] Cancl |

Click Apply.
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3. Click Shared Folders and the following screen appears.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Advanced Logout

== Shared Folders

""""" Shared Folders

The shared folders screens allow you to define which users and groups have access to each shared
folder.

To areate additional shared folders, dick Add. To add or remove either user or group access to a
shared folder, select the folder, then dick Assign Access, To delete a shared folder, select the folder,
then dick Delete.

Shared folders: Users with access:

Eventlog
USBBackup
media

pap

I T T
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4. Select the shared folder and click Assign Access. The following screen

appears.

Networks

== Shared Folders

Iy MAS

Shared Folders

Choose the users and groups that should have access to the shared Folder, and specify iF the user or

| Users 8 Groups | Shared Folders |

group should have read-only or readjwrite access,

Disk:

lﬁ

| Adwanced |

Shared Folder name

|media

Authorized groups:

Authorized users:

(Domainjandy | Read/Write
aaa | Read/write

d456@ | Read'Write

guest | Read-Only

W1Z3@ | ReadiWrite

add (Read-Only)

- Add (Fead-Cnly)

Unauthorized groups:

Logout

(Darnain)administr akors
(Dornainjusers
(Dornain)dnsupdateproxy
{Dornain)domain admins
{Dornain)domain compukers
{Dornain)domain controllers
{Domainjdomain guests
{Domainjdomain users
{Domainjenterprise admins
(Domainjgroup policy creator | )

[

Unauthorized users:

{Domainjadministr ator
{Domainjcheng
{Domainjedison
{Domainjguest
{Dornainjkrbkgt
(Domain)support_383945a0
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5. Select the authorized user(s) and grant access right. Then click Apply.

SMC

Networks

My NAS | Users & Groups | Shared Folders Disk Advanced Logout

== Shared Folders Shal‘ed FO'derS

Choose the users and groups that should have access to the shared folder, and spedify if the user or
group should have read-only or read fwrite access,

Shared folder name : 'EISBBad_mp

Authorized groups: Unauthorized groups:

Remove >>

Authorized users: Unauthorized users:
guest | Read-Only - -
test | Read/Write
<< Add (Read-Only)
<< Add (Read/Write)

CEET

NOTE: If you grant shared folder access right to Linux user, the Linux user can
‘mount —t nfs —o tcp NASIP:/content/shared foldername
PCmountfolder” at Linux PC (Fedora 5/6/7) to mount the file to NAS as well as
read/write the file to NAS.
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Groups

Placing users into groups makes it easier to give several users access to the same

shared folder at once.

6. Click Groups under the Users & Groups page. The following screen appears.

| NOTE: Only Windows users can be included in groups.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Advanced Logout

== Users
Users & Groups: Groups
== Groups
== Quota management Grouping users provides a way to assign many users to shared folders at the same time. Only Microsoft

--------- Windows users can be induded in groups.

To create a group, dick Add. To edita group or add users to a group, select the group, then dick Edit.
To delete a group, select the group, then dlick Remove. Removing a group does not delete the individual
users,

Groups: Members:

B EEE EETTE
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Click Add and the following screen appear. Enter a group name and add all

or selected users to this group.

SMC

Networks

My NAS

| Users & Groups | Shared Folders | Disk Advanced

Logout

Users & Groups: Groups

Grouping users provides a way to assign many users to shared folders at the same time. Only Microsoft
Windows users can be induded in groups.

Enter the name of the group. This name can be up to 15 characters long and can contain letters
(uppercase and lowercase A-Z), numbers (0-3), hyphens (-), and underlines {_).

To add users to the group, select the users in the right column, then dick Add Selected User(s). To add all
users to the group, dick Add All Users. To delete users from this group, select the user(s) from the left
column, then dick Remove Selected User(s). To delete all of the users from this group, dick Remove All
Users.,

Groupname : Marketing

Groups members: Available users:

SMC

test

<< Add Selected User(z)

Remove Selected User(s) =>

You can also remove all or selected users from a group.

8. Click Apply.
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Quota Management

Allows the administrator to limit (enlarge/shrink) user disk space.

NOTE: Before enabling/disabling Quota Management, make sure that iTunes is not
enabled, no USB device is mounted, and there is no existing Samba connection to your
storage device (see later section for details).

1. Click Quota management under the Users & Groups page. The following
screen appears.

SMC

Networks

= Users

== Groups

== Quoka management

Ty WAS Users & Groups Shared Folders | Disk | Advanced Logout
""""" Users & Groups: Quota management
- '\ ‘When iTunes is enabled or USE device mounted or existing samba connection, the
LAY Quoka management can not be enabled or disabled,

[T Enable quota for all users
Cuota size on the SATA disk ID ME

Administrator password: |

Users: Quota skakus For user &
Disk Free Size: 0 Me
Quota Size: 0 ME
Used Size: 0 ME

Available Size: 0 ME

Set the Quota Size of guest on the SATA disk

& Na limit O quota size :fo ME

Adrministrakor password: I
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To change this . .. Do this ...

Enable quota for all users Click the checkbox to set quota for all

Quota size on the SATA disk ~ YVindows users.
Administrator password In the Quota size on the SATA disk field, enter
the quota size (MB).

In the Administrator password field, enter the
password for logging in to the Storage System
Management. The password is case-sensitive.

NOTE: Maximum number of characters is 8.
Can include any printable ASCII characters but
not ().

Users Displays a list of available users.

Set the Quota Size of guest on  For setting the quota of the specific user on the

the SATA disk SATA disk. In the Set the Quota Size of guest

Administrator password on the SATA disk field, select No Limit or Quota
Size and enter the quota size (MB).

In the Administrator password field, enter the
password for logging in to the Storage System
Management. The password is case-sensitive.

NOTE: Maximum number of characters is 8.
Can include any printable ASCII characters but
not ().

2. After making the necessary changes, click Apply after keying in the
Administrator password for all users in the upper segment or select one
specific user in the lower segment and set his/her quota to No limit or Quota
Size, then key in the Administrator password and click Apply.

3. When the confirmation message appears, click OK for the changes to take
effect.
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3.5 Shared Folders Page

Displays a list of all currently configured and shared folders and allow you to
add shared folders, change the right of access for users or remove them.

1. Click the Shared Folders button on the Storage System Management
homepage. The following screen appears.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Advanced Logout
=> Shared Folders

""""" Shared Folders

The shared folders screens allow you to define which users and groups have access to each shared
er,

To create additional shared folders, dick Add. To add or remove either user or group access to a

shared folder, select the folder, then dick Assign Access. To delete a shared folder, select the folder,
then dick Delete.

Shared folders: Users with access:

Eventlog
USBBackup
media

pap

I T T

94



Add Shared Folder

2. Click Add to create a shared folder and the following screen appears.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Advanced | Logout

== Shared Folders Sha]‘ed FO|defS

Enter a name for the shared folder.

Shared folder name :  |[Team|

BT

3. Enter the name of the new shared folder and click Next.

NOTE: Maximum number of characters is 64. Can include only letters (uppercase and
lowercase A~Z), numbers (0~9), hyphens (=), underlines (_), and dots (.). First character
must be a letter (uppercase and lowercase A~Z). Must not be any of the following
uppercase or lowercase words such as “com1,” “com9,” “Ipt1,” “Ipt9,” “con,” “nul,” “prn,”
“aux,” “homes,” “spool,” “usbdisk1,” “usbdisk2,” “usbprint1,” or “usbprint2.”
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Assign Access

4. Select the shared folder whose user access you want to change (add or
remove user).

5. Click Assign Access and the following screen appear.

Networks

My NAS | Users & Groups | Shared Folders Disk Advanced Logout

== Shared Folders Shal‘ed F0|der5

Choose the users and groups that should hawe access to the shared folder, and specify if the user or
group should have read-only or readfwrite access,

Shared folder name :  Team

Authorized groups: Unauthorized groups:

<+ Add (Read-Only)

Remove >

Authorized users: Unauthorized users:

test | Read/Write guest

<< Add (Read-Only)
<< Add (Read/Write)

Remove >>
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6. You can Add (specify as Read-Only or Read/Write) users/groups to, as well
as Remove existing users/groups from shared folders.

Delete Shared Folder

7. Select the shared folder you want to remove.

8. Click Delete and the following screen appear.

SMC

Networks

My NAS | Users & Groups | Shared Folders Disk Advanced Logout

== Shared Folders

""""" Shared Folders

The shared folders screens allow you to define which users and groups have access to each shared
folder.

To areate additional shared folders, dick Add. To add or remove either user or group access to a
shared folder, select the folder, then dick Assign Access. To delete a shared folder, select the folder,
then dick Delete.

Windows Internet Explorer &J

Shared folders:

|'0I Are you sure you want to delete shared folder : Team?

.

[ ok || Cancel

[ i | soson s | ook |

9. Click OK to confirm deletion.
10. After adding, deleting, or assigning access to shared folder, click Apply.

11. When the confirmation message appears, click OK for the changes to take
effect.
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3.6 Disk Page

Allow you to view information about the installed hard disk(s) slot, model,
serial number, size, RAID type, and disk status (shows the RAID rebuilding
percentage).

1.

Click the Disk button on your Storage System Management homepage. The

following screen appears.

SMC

Networks

My NAS | Users & Groups Shared Folders || Advanced Logout

Disk

Click the Refresh button below to refresh the disk status.

!

Disk configuration:

Disks

Slot Model

ST3750640A5
ST3750640A5
ST3730640A5
ST3750640A5

[ SRR PR Y

Serial Number

5QD2CB8S
5QD2CIVQ
5QD2CSRI
5QD2FH21

Size

6593 GB
693 GB
598 GB
698 GB

‘You can expand the RAID by adding another HDD or migrate the raid level.
Either RAID expansion or RAID migration will not delete storaged data.

Raid Type Status

RAID 5
RAID 5
RAID 5
RAID 5

Click Refresh to update the status of the hard disk(s) installed in your

storage system.
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3.7 Advanced Page

Provides access to advanced storage system configuration options such as
setting up email alert, upgrading firmware, UPS (uninterruptible power supply),
iTunes/media/printer server, USB backup, viewing information about system
events, shutting down and reboot the system remotely.

Alerts

Allows you to set up the storage system to notify up to two people via email if
any problem occurs namely, when hard disk space usage is full, or the upper
operating temperature has been reached, or when USB-UPS’ power level is not
adequate.

To take advantage of this feature, you must have access to an SMTP email
server, either within your own network or through an Internet service provider.

NOTE: In order to be able to send out email alerts, the “Authentication” feature of the
intended email recipient must be disabled.
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Click the Advanced button on the Storage System Management homepage.
The following screen appears.

SMC

Networks

=2 Firmware

My NAS | Users & Groups | Shared Folders Disk | Advanced | Logout

Advanced: Alerts

"‘\\ If you want to send out the mail alert.
L2 Youcan specify a name for your SMTP server only if your network has a DNS server
[0 send e-mail notifications.

E-mail server

SMTP server name or IP address :
SMTP server authentication
User name

Password

/ ﬂ Enter a user name and password for your e-mail server only if this is required by
=/ your e-mail server,

E-mail sender

Sender e-mail address

E-mail recipients

First e-mail address

Second e-mail address

Enter the information about your SMTP email server, sender’s email

address, and up to two email addresses that should receive the notification.
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NOTE:

o If your SMTP email server has authentication, enable it and enter the User name and
Password.

e The SMTP email server name’s maximum number of characters is 64. Can include only
letters (uppercase and lowercase A~Z), numbers (0~9), hyphens (=), underlines (_) and
dots (.).

e The sender’s email address’ maximum number of characters is 128.

3. Click Apply.

4. When the confirmation message appears, click OK to confirm.
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Firmware

Allows you to upgrade your storage system to a newer firmware when available
(check the support section of www.smc.com for the latest firmware).

1. Click Firmware on the Advanced page and the following screen appears. For
additional security, you must enter your administrator password in order to
upgrade the firmware.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Logout

== Alerts

== Firmware

== [Tunes Server

v
=
m
o
o
1%
o
e
]

v
W

Printer server
=> UPS
== USB backup

== DownloadStation

W

=

Y

System log

== Shut Down

Advanced: Firmware

‘You must enter the administrator password to upgrade the firmware,
The whole process time is depended on the file size, Please wait for complete,

Current Middleware Version : AG_NAS_V1.7

Current Flash Version : 2.0

Firmware file c Browse... |

Administrator password

2. Click Browse and select the Upgrade File
“Upgrade_SMCNASx4-Vixx.xx.cpio.bz2” from the displayed list (you can
place the firmware Upgrade file in any folder on the computer that you

prefer).

3. Inthe Administrator password text box, enter the password.

4. Click Apply.
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5. When the confirmation message appears, click OK to confirm.

hitp://192 168.1.104:8081

I =;) Are wou sure you want to upgrade the storage system?
= The swstern will reboot and Web access will be dimonmectsd.

(L OE ] [ Comeel |

6. The upload percentage will be displayed.

SMC

Networks

My NAS | Users & Groups | Shared Folders Disk Advanced Logout

Advanced: Firmware

‘fou must enter the administrator password to upgrade the firmware,
The whole process time is depended on the file size. Please wait for complete,

== [Tunes Server
TR T Current Middleware Version : AG_NAS V1.7
Current Flash Version: 2.0

== Printer server Firmware file : C:\SMC NetworksProducts\NAS\SI

> Media Server

== UPS Administrator password : (S
== USE backup Upload percentage : |. |

......... Size = 3732450 Bytes (9%)

== Reboot

7. System will reboot automatically after upgrade has finished.

hitp:/f192_168.1.104:8081

AN WA iz restarting...
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iTunes Server

Allow your storage system to function as an iTunes server for accessing digital
music files from an iTunes client running either on a Windows Computer or
Apple Computer with Mac OS X.

1. Click iTunes Server on the Advanced page and the following screen appears.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk | Advanced | Logout

Advanced : iTunes Server

‘You have to enable the server before using Tunes.

""""" And remember to re-scan the media content to make Munes synchronized.
== Tunes Server |
> Media Server [ Tunes Server enabled
>5 Digtersirver
& L.IP.S .......
_________ =T
== USB backup
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2. Click the checkbox iTunes Server enabled.

3. Click Apply and the following screen appears.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Advanced Logout

== Alerts

Advanced: iTunes Server
i e ‘fou have to enable the server before using Munes.
And remember to re-scan the media content to make Munes synchronized.

== [Tunes Server

>> Media Server Tunes Server enabled
== Printer server | iTunes Server name :  SMCNAS24 |
»> UPS

_________ [ ay W Resen
== USE backup

== DownloadStation

== System log

== ShutDown

== Reboot

4. Click Re-Scan to synchronize iTunes.

NOTE:
¢ You need to do this every time there are new contents available.
o The administrator is allowed to change the iTunes server name.
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Media Server

Allow your storage system to function as a media server by specifying the scan
path, selecting the media file type(s), start scanning and afterwards display the
results of the scan, as well as delete and backup media database.

1. Click Media Server on the Advanced page and the following screen appears.

SMC

Networks

My NAS | Users & Groups | Shared Folders Disk | Advanced | Logout

Advanced: Media Server

=>> Tunes Server

> Media Server

| Change Scan Paths

+ jcontent/media

> Printer server

—Media Scan Types

== UPS
--------- jpg [ brmp png gif
= USB backu
2 a D ml33 & wma |:|c|'n
== DownloadStation mpg ]| awi wmy
"""""
== System log
== ShutDown | —Media Scan Contral
>> Reboot A media scan can be initiated using this option.
—Media Scan Details{Previous Scan)
ImageFiles:0 AudioFiles:0 VideoFiles:0 RejectedFiles:0 ScanTime: 0 Seconds
—Media Database Controls
Total number of media items in the database a
The media database can be deleted using this option. Delete Database
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To change this . .. Do this ...

Change Scan Paths Click Change Scan Paths if you want your
computer to search for media files which differ
from the one currently specified (see step 2).

Media Scan Types Click on the checkbox of the file types on the
list to be included, then click Set Types.

Media Scan Control Click Start Scan to start scanning.

Media Scan Details Displays the result of the latest scan by showing

(Previous Scan) the total number of image files, audio files,
video files, rejected files, and scan time.

Media Database Controls The Delete Database will delete the playlist.

NOTE: After importing the contents into your NAS system RAID via SAMBA connection,
click Start Scan again.

2. Upon clicking Change Scan Paths the following screen would appear.

SMC

Netwerks

My NAS Users & Groups Shared Folders Disk Advanced | Logout

== Alerts

inced:Media Server
== Firmware Change Scan Paths

== T Ser ] &
TTunes Server Browse: 13 home(homes)

== Media Server B @@ jeontent/mediamedia)

== Printer server [ |-_] fcontent/USBBackup{USBBackup)
-~ UPS B :L:] foontent/p2p(p2p)

> USB backup @ Jcontent/Eventlog{Eventlog)

I | Jeontent/Team(Team)
== DownloadStation

== System log
== Shut Down

== Reboot

3. Select the desired scan path(s).
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4. Click Apply.

5. When the confirmation message appears, click OK to confirm.

Printer Server

Allow your storage system to function as a printer server when a USB printer is
connected.

1. Connect a printer to any USB port on your storage system.
2. Click Printer Server on the Advanced page and the following screen appears.

SMC

MNetworks

My NAS | Users & Groups | Shared Folders | Disk Logout

Advanced : Printer server

== Alerts

== Firmware
Please insert USB-Printer if you enable NAS as printer server
== Tunes Server Be sure this printer supports native eps.

»> Media Server
Printer Server is not enabled

== Printer server I

gk Refresh

== USB backup

== System log
== ShutDown

== Reboot

NOTE: A warning message will appear if no USB printer is connected to your storage
system.
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Proceed to adding a new printer in Windows and the following screen

appears.

Add Printer Wizard

welcome to the Add Printer
Wizard

This wizard helps you ingtall a printer or make printer
connections.

through a USE poart [or any ather hat pluggable
port, such az [EEE 13594, infrared, and 2o on), you
do ot need to use this wizard. Click Cancel to
cloze the wizard, and then plug the printer's cable
inta your computer or point the printer toward your
computer's infrared port, and turn the printer on.
Windows will automatically install the printer for you.

y If you have a Plug and FPlay printer that connects

To continue, click Mext.

[ MNewxt > ][ Cancel

l

Click Next and the following screen appears. Select A network printer, or a

printer attached to another computer by clicking on the radio button.

Local or Network Printer
The wizard needs to know which type of printer to zet up.

Select the option that describes the printer you want to use:

() Local printer attached to this computer

| G) A netwark, prinker, or & prinker attached to another computer

‘ Toget up a network. printer that iz not attached to a print server,
\lr) uze the "Local printer'" option.

-

< Back ][ Mest » ]I Cancel
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5. Click Next and the following screen appears. Select Connect to a printer on
the Internet or on a home or office network by clicking on the radio button.

Specify a Printer
If you don't know the name or address of the printer, pou can search for a printer
that meets pour needs.

‘what printer do you want to connect to?

(3 Browze for a printer
(" Connect to thiz printer [or bo browse for & printer, select thiz option and click Mest]):
Mame:

Example: Wheerverprinter

G} Connect ta a printer on the Intemet or on a home o office netwarl:

URL: |/192.168.1.2%631 fprirters/USE_Print

Example: http: /¢ serverd printersmyprinters. printer

[ < Back ][ et > ][ Cancel ]

6. When setting up the USB printer on your computer, you need to check the
SMCNAS system’s IP address (e.g., 192.168.1.25). Then, when
installing the network printer you have to type the URL like as follows
(http://192.168.1.25:631/printers/USB_Printer).

7. Click Next to continue.

8.  When the confirmation message appears, click OK to confirm.
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UPS

Allow your storage system to use a USB-UPS as temporary backup power.
1. Connect a USB-UPS to any USB port on your storage system.

NOTE: When using the USB-UPS and the power level is not adequate (power level
remaining reaches <= 3 % of normal charge), an email alert will be sent to inform you to
shutdown the storage system immediately.

2. Click UPS on the Advanced page and the following screen appears.

SMC

Networks

My NAS | Users&Groups| Shared Folders | Disk | Advanced | Logout

2> Mlerts Advanced : UPS

>> Firmware Please insert USB-UPS if you enable UPS. NAS supports the HID power device standard UPS.,

Press F5 to refresh the UPS power status,

== Media Server [ uPs enabled

W
v

Printer server

= UPS |

== DownloadStation

== System log

== Shut Down

111



== iTunes Server
== Media Server
== Prinker server
== UPS

= LUSE backup

=== DownloadStation
= System log

=== Shut Down

== Reboot

3. Click the checkbox UPS enabled. The Power status (amount of backup
power available) will be shown.
Netwaorks
My NAS Users & Groups Shared Folders Disk Advanced Logout
i Advanced : UPS
= = Firmware

Flease insert USE-UPS if you enable UPS, MAS supports the HID power device standard UPS.
Press FS ko refresh the UPS power status,

1P5 enabled

Power skakbus @ 75,00 % UPS power is available.,

4. Click Apply.

NOTE: A warning message will appear if no USB-UPS is connected to your storage

system.

5. When the confirmation message appears, click OK to confirm.
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USB Backup

Allow you to backup the contents of your USB storage device to your storage

system.

| NOTE: USB backup supports both FAT32 and NTFS.

1. Click USB backup on the Advanced page and the following screen appears.

=2 Alerts

== Firmware

== Tunes Server
=2 Media Server
== Printer server

== UPS

SMC

Networks

| Users & Groups | Shared Folders | Disk

| Advanced |

Advanced: USB backup

!‘\ Before eject your usb devices, Please disconnect SAMBA service at first!

Logout

USE backup to NAS

Administrator password:

== USE backup

=> DownloadStation

== System log

== Shut Down

=> Reboot

Eject your USE

Administrator password:

USB Device Information
Shared Folder:  jcontent/sdb1

UsedTotal Size:  902/980 MB

Unknow Vendaor

Criteria of backup available space(®%) : 10

Administrator password:

2. Inthe Administrator password text box, enter the password.

NOTE: Maximum number of characters is 8. Can include any printable ASCII characters

but not ().
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3. Click Apply. The backup contents of your USB storage device would be
copied to your storage system on a newly created timestamp folder under
/USBBackup/ and the following screen appears.

The page at http:#/192.168.1.135:8081 says: X

B The URE backup settings were successfully applied.

4. Click OK.
NOTE: To access the copied content in the USBBackup folder you need to map a user to
the USBBACKUP folder. If you only want to access the shared folder (e.g. sdbl), please
continue with step 5.

5. Click Shared Folders and the following screen appears.

SMC

Networks

My NAS | Users & Groups Shared Folders Disk Advanced Logout

== Shared Folders

""""" Shared Folders

The shared folders screens allow you to define which users and groups have access to each shared
folder.

To areate additional shared folders, dick Add. To add or remove either user or group access to a

shared folder, select the folder, then dick Assign Access, To delete a shared folder, select the folder,
then dick Delete.

Shared folders: Users with access:

Eventlog
Team
USBBackup
media

p2p

sdb1
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6. Select the shared folder (e.g. USBBackup or sdb1) and click Assign Access.
The following screen appears.

Networks

My NAS | Users & Groups | Shared Folders Disk Advanced Logout

== Shared Folders

__________________________________ Shared Folders

Choose the users and groups that should have access to the shared folder, and spedify if the user or
group should have read-only or read fwrite access,

Shared folder name @ sdbl

Authorized groups: Unauthorized groups:

<+« Add (Read-Only)

<< Add (ReadWrite)

Authorized users: Unauthorized users:

guest
test

=< Add (Read-Only)

<< Add (Read/Write)
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7. Select the authorized user(s) and grant access right (Read-Only or
Read/Write). Then click Apply.

Networks

My NAS | Users & Groups | Shared Folders Disk Advanced Logout

== Shared Folders Shal’ed Foiders

Choose the users and groups that should hawe access to the shared folder, and specify if the user or
group should have read-only or readfwrite access,

Shared folder name @ sdbl

Authorized groups: Unauthorized groups:

<< Add (Read-Only)

<« Add (Read/Write)

Authorized users: Unauthorized users:

test | Read/Write guest

<< Add {(Read-Only)

<< Add (Read/Write)

Remove >>
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Eject USB Storage Device

1. To eject your USB storage device in case it is connected to your storage
system, select the USB storage device from the Eject your USB dropdown
list.
| NOTE: Before ejecting the USB device, disconnect the Samba connection first.

Networks
My NAS | Users & Groups | Shared Folders | Disk Advanced Logout
il Advanced: USB backup
>> Firmware

[ !\\ Before eject your usb devices, Please disconnect SAMBA service at first!
G2

USE backup to NAS
== Printer server Administrator password:
>> s
>> UsB badkup USB Device Information
== DownloadStation Eject your USB sdh o Shared Folder:  fcontent/sdb1
>> Systemlog Administrator password: Used/Total Size: 902/980 MB
"""""" m Vendor: Unknow Vendor
== ShutDown
== Reboot
.................. Criteria of backup available space(%s) : 10
Administrator password:
2. Enter the password again.

3.

Click Apply. You can now remove the USB storage device and the
following screen appears.
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hitp://192.168.1.107:8081

f The USB was ejected successfully.

—

Click OK.

In the Criteria of backup available space textbox, enter the value (MB) to
change the allocated disk space for backing up to your storage system.
Otherwise do not change it, the default setting of 10 % is suggested.

Enter the password again.
Click Apply.

NOTE:

o When the total file size is over the limit, the warning message “The disk space is not
enough” appears.

| e The sda is corresponding to sdal, sdb is corresponding to sdb1, and so forth on
the Eject your USB section of the USB Backup page.
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Download Station

Allows peer-to-peer (P2P) download (BitTorrent file transfer protocol) of
computer files (Fi lename . torrent) from remote location to your storage
system. The download task, percent and speed of download, and seed is
displayed. You can pause/resume or delete the download anytime.

1. Click Download Station on the Advanced page and the following screen
appears.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Logout

== Alerts 1. =
Advanced: DownloadStation
== Firmware
Start Bittorrent Service if you enable nas as a Download Station
=2 [Tunes Server If you want get more detail download status, please link to http: /fnas_ip:4080

v
=
m
o
o
1%
i
=
@

W

Printer server

Enable Download Station ) Yes @ Mo
== UPS
DownloadStation

== USBE backup

""""" Max Download Speed : KB/fs (0 is unlimited)
== DownloadStation I

......... Max Upload Speed : |0 KB/s (0 is unlimited)
== Systemlog
>> shutDown

== Reboot

2. Create a new user and assign R/W (read/write) permission of shared folder
“p2p” to this user.
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3. Via Samba connection in “p2p” folder there is a “torrents” folder, place
torrents file in it.

T p2pe192.168.1.11 (¥:) 9[(=]E3]
File Edit ‘ew Fawvorkes Tools  Help ?
eﬁack 57 ‘\J lﬁ f'ﬁj Search li_, Falders v

Address (38 v\ v| ]

P
File and Folder Tasks ;’) torrents
|

() Make a new folder
@ Publish this Folder to the
Weh

Other Places

'd My Computer
@ My Documents
ld Iy Mebwork Places

Details

1 objects 0 bytes 8 Internet

4. Click Yes to enable the download station.
5. Click Apply.

6. Wait for about 20 seconds, then open a new web browser by
typing: http://your_nas_ip:4080.

NOTE:

o If you do not want to use the default maximum download/upload speed, you can type in
the new value.

o Click Pause/Resume to pause or resume the download, or Delete to remove the
download.

o In the “p2p” folder, there is an “incoming” folder. You can view the complete file after
downloading via Samba connection.

« Ifyour NAS is behind the router, please open TCP port 6882 to enable download station
to speed up downloading.
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System Log

Display a list of events that have occurred on the storage system. Reviewing this
list can help you identify and resolve any problems that you might encounter.

1. Click System log on the Advanced page and the following screen appears.
The date and time of the event, the type of event (I stands for informational,
E stands for error, W stands for warning, and C stands for critical error), and
a brief description of the event are displayed.
Networks
My NAS | Users & Groups | Shared Folders | Disk | Advanced | Logout
o e Advanced: System Log
g F_"T“f”far_e_ o This list displays major system events, You can dick Refresh to update it,
=2 [Tunes Server
.......... A
=> Media Server
---------- DEte [N o TYPELEVERL, ooy
=2 Printer server Nov 23 14:17:35 I Administrator logged in.
--------- Nov 23 14:09:42 I Administrator logged out,
== UPS Mov 23 14:01:54 I System rebooting.
Nov 23 14:00:26 I Administrator logged in.
=> USB badwp Nov 23 12:59:36 I System shutting down.
......... Nov 23 12:52:17 I System shutting down.
== DownloadStation Nov 23 12:51:55 1 Administrator logged in.
......... Nov 22 15:39:51 I Administrator logged out,
= System log
== ShutDown
== Reboot
""""" I=Informational, E=Error, W=Warning, C=Critical Error
2. If an event occurs while you are viewing this list, click Refresh to update it.

NOTE:

¢ You can get the previously saved system log file from the “Event Log” shared folder via
Samba connection.

o When you click Refresh it will refresh the user interface via the web interface.

o When you click Delete Current Log it will delete log information in buffer.

e When you click Save Current Log it will save log information from buffer to file on
default path.
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o When you click Erase All Logs it will erase all the log files in the system (under the
“Event Log" shared folder).

Shut Down

To shut down the storage system, you can press the power button on the unit
itself and hold it until the system status and disk activity LEDs start flashing, or
you can shut the storage system down remotely by using Storage System
Management. To use Storage System Management:

1. Click Shut Down on the Advanced page and the following screen appears,
allowing you to shutdown the storage system.

CAUTION: Make sure no one is backing up a disk or using a shared folder before you shut
down the storage system.

SMC

Networks

My NAS | Users & Groups Shared Folders | Disk Logout

== Alerts
Advanced : Shut Down

== Firmware

‘fou must enter the administrator password to shut down the storage system.
=3 fTunes Server Use thiz feature to remotely power down the storage system.

== Media Server

xxxxxxxx

Administrator password
== Printer server

== USB backup
== DownloadStation

== System log

== Shut Down

=> Reboot

2. Enter the Administrator password.

NOTE: Maximum number of characters is 8. Can include any printable ASCII characters
but not ().
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3. Click Shut Down and the following screen appears. Click OK to confirm.

Microsoft Internet Explorer x|

Wou are about to shut down the storage system, The users sill no longer be able to access the shared Folders, perform
backups, or recover existing backups

4. A message appears indicating that the system is shutting down.

SMC

Netweorks

My NAS Users & Groups Shared Folders | Disk | Advanced Logout

== Alerts

>

v
o
3
=
o
m

== [Tunes Server

> Media Server

> Printer server

== UPS

The storage system will now shut down.

>

v
c
&
5
g

=]

=

v
L)
o
=
=N
=)
&
=%
o
B
o
&
5

>

v
%]
=
@
T
E]
-3
I

== Shut Down

== Reboot

CAUTION: Always shutdown the system in accordance with the instructions above. An
improper shutdown may affect the functionality of storage system in the next startup.
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Reboot

You can reboot the storage system remotely by using Storage System
Management. To use Storage System Management:

1. Click Reboot on the Advanced page and the following screen appears,
allowing you to reboot the storage system.

CAUTION: Make sure no one is backing up a disk or using a shared folder before you
reboot the storage system.

SMC

Networks

My NAS | Users & Groups | Shared Folders | Disk Logout

=5 Alerts
Advanced : Reboot

== Firmware

‘You must enter the administrator password to reboot the storage system.
=2 fTunes Server Use this feature to remotely reboot the storage system.

v
=
m
o
o
1%
o
e
]

--------- Administrator password :
Printer server

== USB backup

‘.
W

== DownloadStation

== System log

== ShutDown

== Reboot I

2. Enter the Administrator password.

NOTE: Maximum number of characters is 8. Can include any printable ASCII characters
but not ().
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3. Click Reboot and the following screen appear. Click OK to confirm.

Microsoft Internet Explorer x|

@ ‘ou are about ko reboat the storage system. The users will not be able to access the shared folders, perform

backups, or recover existing backups temporaty
Cancel |

4. A message appears indicating that the system is rebooting.

Networks

My NAS | Users & Groups Shared Folders Disk Advanced Logout

== Alerts

== Firmware

== [Tunes Server

> Media Server

== Printer server

»> UPS

The storage system will now reboot.

>

v
c
&
5
B

=]

v
[w]
=)
=
2
5
o
o
@
&
o
&
5

=

== System log

v
w
i~ g
E
=
2
o
=
=]

>

== Reboot

CAUTION: Always reboot the system in accordance with the instructions above. An
improper reboot may affect the functionality of storage system in the next startup.
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3.8 Logging Out of Storage System Management

1. To log out from the Storage System Management without shutting it down,
click the Logout button.

SMC

Networks

My NAS | Users & Groups Shared Folders Disk Advanced || Logout
> System setting

.................. M‘}" NAS

MAS Name: SMCNAS24
Middleware Version: AG_MAS_V1.7

Flash Version: 2.0

Mac: 00:13:F7:85:01:E8
IP: 192,168.34.81
Submask: 255.255.255.0

Gateway IP address: 192,168,34.254

Disk Mode: RAID 5
System utilization: 37% (F05M/2.0G)
Data utilization: 1% (4.7G/2.1T)

Current Connections

Connections

Shared Folders Users Login Time
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2. When the confirmation message appears, click OK.

Microsoft Internek E:-:plorerii x|

@ Are you sure yau want o log out?

Cancel |

3. The following screen appears. You can allow it to stay in the background
and perform other computer task. To use the Storage System Management
later, click Log In.

SMC

Netwnorks

‘You have successfully logged out. Thank you for using our network storage system.

Log In
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3.9 How to reinstall your SMCNAS04/SMCNAS24

1. Make sure your SMCNAS04/SMCNAS24 uses Flash Firmware v.2.0 or
higher. This can be controlled in the MyNas page.
If your Flash Firmware shows a lower version then (v.2.0, please check the
manual for Product Firmware v.1.5.8 that you can find on the SMC
Website http://www.smc.com. It will show you how to reinstall your
SMCNAS04/SMCNAS24 with the right procedure.)
SMC

Networks

My NAS | Users & Groups Shared Folders | Disk | Advanced Logout
== System setting
---------- My NAS
Metwork setting
.......... MAS Mame: SMCNAS24

Middleware Version: AG_MNAS_V1.7

Flash Version: 20

Mac: 00:13:F7:65:0 LES
¥ 192,168.34.81
Submask: 255,255,255.0

Gateway IP address:  192.168,34.254
Disk Mode: RAID 5

System utilization: 38% (714M/2.0G)
Data utilization: 1% (4.8G/2.1T)

i . ‘Current Connections

— Connections

Shared Folders Users Login Time
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2. Please make a Backup of all the Data you have stored on the
SMCNAS04/SMCNAS24!

3. After this, please shutdown your SMCNAS04/SMCNAS24.
4. Once the unit has shutdown, please make sure the power is off.

5. Take out all disks and follow the instructions in the chapter “System
Power-on Without Hard Disk”.

Important: Please keep in mind that this process will format your
SMCNAS04/SMCNSA24 and all data will be lost. So please make sure to
Backup all Data on your SMCNAS04/SMCNAS24 first!
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Chapter 4 Map Shares

Windows PC
Your Storage System Management allows you to map shared folders.

To map shared folders:

1. From the NAS Discovery tool, click the Click to Map under the MAP Shares
column to map shared folders.

For JAVA-based

[Num [FriendlyName IP Address MAC Address Configuration URL

1 S8MCNASD4 192.168.34.81 00:13:7:85:01:e8  AG_NASV17 Click to Configure NAS Available
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For non-JAVA based

Friendly Name
. SMCINASD4

IP Address MNetwork Address Firmware Version Configuration URL Device Status
192.168.34.81 00:13:7:85:01.e8 AG_MAS-V1.7 Configure NAS Device Online

Wap Shares
Clickto Map
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2. The following screen appears. Key in the appropriate information and click
Map.
NAS Samba Share: allows you to select which shared folder to connect

3.

User Name/Password: the shared folder of what you selected

Note: When AD domain is selected, the user name must be
[Domain name] \[user name]

MAS Samba Shares Map Utility: 192.168.34.81

(o o]

Choose the drive and the MAS Samba Share directory that you want to map

| NAS Samba Share: ’\\192.163.34.31\|nedia

|

Drive: i -
Specify User Account Infomraiotn to map the share.

User Namea: | guest |

Reconnect at logon

Password: -

Maxdmum characters allowed: UserName-24. Password-.

24,

“Mapping Success...” will be shown on the left lower part of the screen upon

completion.

MAS Samba Shares Map Utility: 192.168.34.81

x|

Choose the drive and the NAS Samba Share directory that you want to map

NAS Samba Share: [\\132.163.34.31\1ﬂedia

)

Drve:

Specify User Account Infomraiotn to map the share.

User Name: guest

——

Password:

Reconnect at logon

Maximum characters allowed: UserName-24. Password-24.

Mapping Success... | Map | [
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4. Click Exit to exit mapping of shared folders.

For Apple Mac OS X

To map a Samba Share on an Apple Computer with Mac OS X, please follow
the below steps to map a Share:

1. Click the Finder icon in the Dock of your Mac OS X desktop.
2. Choose Connect to Server from the Go menu.

3. Inthe address field of the Connect to Server dialog, type the URL using
this syntax:

smb://NASIP/Sharefolder/

(Where NASIP is the IP address currently used by your SMCNASO02 and
Sharefolder needs to be replaced by the name of share you want to map).

4. Click Connect.

Type in the Username and Password that is assigned to the Shared Folder you
want to map.
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Chapter 5 AD support

NOTE:

o The time between the ADS's and the Samba server must be in sync (use NTP). The
easiest way to achieve this is to add the IP of the ActiveDomain server as the NTP time
server. Then the SMCNAS will sync its time with the AD server. But make sure your AD
Server does synchronize its time with a failed NTP server and runs the NTP Server

service itself.
« |f AD domain is selected, user cannot use the local user account to login to NAS.
° H~11’ H!H’ IL#H’ H$1l7 H%ll’ H/\ll’ H&H’ lL(lLl H)H, AI_(L’ H{H7 Ll}ll7 H.ll7 Hlll7 and Space Can be included in AD
account.
Environment Setup
Windows 2003 Server with
ADS & DNS enabled
S
Q
NS
Windows XP
Wireless
Router

@

NAS

Wt
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At Router Portion
DNS must be specified to the Windows 2003 server.

At Windows XP Portion

e You must renew IP after the router’s DNS is changed (the purpose is get the
DNS server)

e Join the domain of Windows 2003 server

e Login via AD user account

At NAS Portion

You must renew the IP after the router’s DNS is changed (the purpose is get the
DNS server).
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Networks
TECHNICAL SUPPORT

From U.S.A. and Canada (24 hours a day, 7 days a week)
Phn: 800-SMC-4-YOU / 949-679-8000
Fax: 949-502-3400

ENGLISH
Technical Support information available at www.smc.com

FRENCH
Informations Support Technique sur www.smc.com

DEUTSCH
Technischer Support und weitere Information unter www.smc.com

SPANISH
En www.smc.com Ud. podrd encontrar la informacién relativa a
servicios de soporte técnico

DUTCH
Technische ondersteuningsinformatie beschikbaar op www.smc.com

PORTUGUES
Informacdes sobre Suporte Técnico em www.smc.com

SWEDISH
Information om Teknisk Support finns tillgédngligt p& www.smc.com

INTERNET
E-mail address: techsupport@smc.com

Driver updates
http://www.smc.com/index.cfm?action=tech_support_drivers_downloads

World Wide Web
http://www.smc.com/

SMCNASO04/
SMCNAS24

20 Mason ¢ Irvine, CA 92618 ¢ Phn: 949-679-8000 * www.smc.com
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